






Widely adopted log management solution

Collects

Filters

Classifies

Normalizes

Centralizes



SYSLOG-NG 

PE
SYSLOG-NG

STORE BOX

SYSLOG-NG 

OSE

POPULAR

GLOBALLY 

RECOGNIZED

ACTIVE COMMUNITY

ENTERPRISE GRADE 

FEATURES

PROFESSIONAL 

SUPPORT

TURNKEY APPLIANCE

WEB GUI

INDEXING, REPORTING

ALERTS













TCP

UDP

RLTPTM

Local

Disk

Buffer

Client Side

Failover



Data in motion

TLS encryption
Mutual authentication

X.509 certificates

Logstore™
Encrypted, Time-stamped,

Compressed

binary files

Data at rest







No granular access 

control

Admins & APTs can 

bypass FWs 

Several types of events are not 

logged!

Difficult to understand

Admins (or attackers) can delete 

the logs!

Complex and costly systems

No answer to „who did what?”
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IT Staff

Outsourcing 

partners

Managers

Firewall,

Network devices,

Databases,

Web/file servers, 

Citrix server…

VDI users

NO AGENTS

TRANSPARENT

PROXY SOLUTION



IT Staff

Outsourcing 

partners

Managers

Firewall,

Network devices,

Databases,

Web/file servers, 

Citrix server…

VDI users

USE STANDARD TOOLS

TRANSPARENT

PROXY SOLUTION



IT Staff

Outsourcing 

partners

Managers

Firewall,

Network devices,

Databases,

Web/file servers, 

Citrix server…

VDI users
TRANSPARENT

PROXY SOLUTION

TAMPER-PROOF
EVIDENCE
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SCB

Client

SCB Credential Retrieval

ERPM Jobs / Discovery

Authentication
Services

Target Hosts

SCB-Enabled
SSH/RDP Process

ERPM



SCB

Client

Target Hosts

WEB Authentication 

RDP trough SCB

ERPM Web Service

Remote Desktop Services
With Lieberman Launcher.RDP



•

Privileged Access Management









T1 T4 T10 VM

1x QuadCore CPU 1x QuadCore CPU 2x 6-Core CPU n/a

8 GB RAM 8 GB RAM 32 GB RAM n/a

1 TB
Software RAID

4 TB
Hardware RAID

10 TB
Hardware RAID + spare disk

n/a

Redundant PSU Redundant PSU n/a

HA HA HA
ESXi / HyperV / KVM / 

Azure
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